The following reflects the findings of the California Department of Public Health during the investigation of two entity reported incidents.

Entity reported incidents: 175360 and 175517

The inspection was limited to the specific entity reported incidents investigated and does not represent the findings of a full inspection of the facility.

No deficiencies were issued for entity reported incident 175517.

A deficiency was written for entity reported incident 175360 at E2236.

(b) The medical record, including X-ray films, is the property of the hospital and is maintained for the benefit of the patient, the medical staff and the hospital. The hospital shall safeguard the information in the record against loss, defacement, tampering or use by unauthorized persons.

This Statute is not met as evidenced by:

Findings:

Patient Access Department Employee involved in the incident has been terminated.

Employee inservices were held to educate staff regarding confidentiality policies and procedures and that health information is not to be discussed or shared with anyone via internet blogs; My Space or by cell phones.

Inservices conducted by Patient Access Manager. Patient Access Manager and Supervisors will continue on a daily basis to monitor to assure compliance.
On 1/23/09, a Privacy Complaint Form, dated 1/21/09, was reviewed. According to the document, Patient 1 reported to the facility on 1/13/09, that her medical information had been discussed with people outside the hospital and posted on the internet on "My Space."

During an interview on 1/29/09 at 10:10am, Patient 1 stated that she was upset that Employee 1 had discussed her emergency room visits with others on a cell phone and posted information on "My Space."

On 2/24/09 at 1:31 pm in an interview, Employee 1 acknowledged that she had posted information on "My Space" that Patient 1 had been admitted to the ER (emergency room) three times in one month.

On 2/27/09 at 9:07 am, an interview was conducted with Family Member 1. During an emergency room visit on 12/27/08, Family Member 1 said she overheard Employee 1 talking on her personal cell phone and disclosing to a third party that Patient 1 was in the emergency room being seen. Family Member 1 remarked that it was not right for Employee 1 to be discussing Patient 1’s emergency room visit with someone on her cell phone. Family Member 1 stated that Employee 1 was "awfully interested" in what was happening with Patient 1’s medical condition.

On 1/23/09, the facility's HIPAA (Health Insurance Portability & Accountability Act, which protects patient health information) training document, "Dangerous HIPAA Hippo," was reviewed. The document informed employees not to discuss or share patient information in the
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Cafeteria, elevators, hallways, e-mail, cell phones or via "My Space." These disclosures would be considered medical information breaches.