### Initial Comments

The following reflects the findings of the California Department of Public Health during an investigation of an entity reported Incident conducted on 3/14/16.

For Entity Reported Incident CA00461371 regarding State Monitoring, Breach to person/entity outside facility/ue system, a state deficiency was identified (see California Health and Safety Code, Section 1280.15(a)).

Inspection was limited to the specific entity reported incident investigated and does not represent the findings of a full inspection of the hospital.

Representing the California Department of Public Health: 33563, Health Facilities Evaluato Nurse.

The hospital detected the Breach of Protected Health Information (PHI) of two patients on 10/2/2015. The hospital reported the Breach of PHI to the Department on 10/9/15. The hospital notified the two affected patients of the Breach of PHI on 10/9/2015.

### Informed Medical Breach

Health and Safety Code Section 1280.15(b)(2) Subject to subdivision (c), a clinic, health facility, home health agency, or hospice shall also report any unlawful or unauthorized access to, or use of disclosure of, a patient's medical information to the affected patient or the patient's representative at the last known address, or by an alternative means or at an alternative location as specified by the patient or the patient's representative in writing pursuant to Section 164.522(b) of Title 45 of the Code of Federal Regulations, no later than
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15 business days after the unlawful or unauthorized access, use, or disclosure has been detected by the clinic, health facility, home health agency, or hospice. Notice may be provided by email only if the patient has previously agreed in writing to electronic notice by email.

The CDPH verified that the facility informed the affected patient(s) or the patient's representative(s) of the unlawful or unauthorized access, use or disclosure of the patient's medical information.

**Health & Safety Code 1280**
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1280.15(a) Health & Safety Code 1280

a) A clinic, health facility, home health agency, or hospice licensed pursuant to Section 1264, 1250, 1725, or 1745 shall prevent unlawful or unauthorized access to, and use or disclosure of, patients' medical information, as defined in Section 58.05 of the Civil Code and consistent with Section 1280.18. For purposes of this section, internal paper records, electronic mail, or facsimile transmissions inadvertently misdirected within the same facility or health care system within the course of coordinating care or delivering services shall not constitute unauthorized access to, or use or disclosure of, a patient's medical information. The department, after investigation, may assess an administrative penalty for a violation of this section of up to twenty-five thousand dollars ($25,000) per patient whose medical information was unlawfully or without authorization accessed, used, or disclosed, and up to seventeen thousand five hundred dollars ($17,500) per subsequent occurrence of unlawful or unauthorized access, use, or disclosure of that patient's medical information.

**Provider's Plan of Correction**
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The physician and his family member were sent a letter notifying them of the incident and El Camino Hospital's subsequent actions on October 9, 2015.
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Prior to November 7, 2015, El Camino Hospital used a random audit process to monitor unauthorized access to patient medical records. It was during one of these audits that we discovered this employee had accessed patient medical records without any business reason to do so. The patient records were of a physician and a family member of that physician.

Our investigation began October 2, 2015 and was concluded on October 7, 2015. On October 7, 2015 the employee was interviewed. At that interview, the employee was terminated for cause.

On November 7, 2015 El Camino adopted a new electronic health record, Epic. This software is programmed to monitor all employees accessing patient medical records. The software then alerts if a confidential record is accessed or if a person enters the record who should not be assigned to enter the record. Additionally, the user will get a pop up warning that they are not entitled to enter the record. Weekly reports of these instances are monitored by the hospital compliance team.
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This Statute is not met as evidenced by: Based on interview and record review, the hospital failed to prevent the unauthorized disclosure of protected health information (PHI) for two patients (Patients 1 and 2), when the electronic medical records of Patients 1 and 2 were willfully accessed without authorization and viewed by a hospital employee. This failure resulted in the disclosure of Patients 1 and 2's PHI to an unauthorized individual.

Findings:

The California Department of Public Health received a faxed report on 10/9/15, which indicated on 10/2/15, during an audit of appropriate staff access to medical records, the health information management department (HIMS, health information management system)
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<tbody>
<tr>
<td></td>
<td>detected hospital employee A (HEA) had accessed electronic medical records of Patient 1 and Patient 2 without authorization.</td>
</tr>
</tbody>
</table>

During an interview on 3/14/16 at 11:15 a.m. with the director of corporate compliance (DOCC), she stated upon notification by HIMs of their audit, which indicated HEA had appeared to access medical records for non-business purposes, she did a more extensive audit and determined two cases had no business purposes. She stated she interviewed HEA, who said she looked at the medical records of Patient 1 and Patient 2 out of curiosity.

During record review on 3/14/16 at 11:45 a.m. with the DOCC of the 10/2/15 audit, the DOCC confirmed on 7/22/15, HEA viewed Patient 1 and 2's medical histories (e.g. allergies and diagnoses), emergency department records, and diagnostic reports.

Review of the hospital's 1/2016 policy "Corporate Compliance: Confidentiality" indicated "Hospital Staff Requirements... All persons covered by this policy: Are prohibited from discussing, viewing, releasing or disclosing protected health information, employee information, proprietary information, financial information, and other sensitive information in any form, except when required in the performance of their job duties."